Zakres wiedzy i umiejetnosci dla informatyki

1. Rozumienie, analizowanie i rozwigzywanie problemow

Tworzenie sekwencji i drzew informacji (np. obrazki, teksty, obiekty z cechami).
Formulowanie algorytméw do rozwigzywania probleméw codziennych i szkolnych
(np. liczenie sredniej, sterowanie robotem, dodawanie i odejmowanie).

Rozpoznawanie i stosowanie krokow algorytmicznego rozwigzywania problemow
(specyfikacja, analiza, schemat blokowy, lista krokow, zapis w jezyku programowania).
Znajomosc¢ algorytmow: podzielnosc¢ liczb, Euklidesa (z odejmowaniem i zresztg dzielenia),
wyszukiwania, sortowania (np. przez wybieranie, zliczanie).

Reprezentacja danych w komputerze: wartosci logiczne, system binarny i heksadecymalny,
kody ASCII, grafika rastrowa i wektorowa, zapis audio i wideo.

Prezentacja przykladéw zastosowan informatyki w innych dziedzinach, w zakresie poje¢,

obiektéw oraz algorytmow.

2. Programowanie i rozwigzywanie problemow z wykorzystaniem komputera

Tworzenie programow w jezykach wizualnych i tekstowych z uzyciem instrukcji
warunkowych, iteracyjnych, funkcji, zmiennych, tablic.

Programowanie robotéw i obiektow na ekranie.

Tworzenie dokumentéw i prezentacji multimedialnych (tekst, grafika, animacja, dZwiek,
film).

Tworzenie strony internetowej z uzyciem HTML. (odnos$niki, podstawowe znaczniki jezyka
html)

Praca z arkuszem kalkulacyjnym: formuty, wykresy, filtrowanie danych, adresowanie,
porzadkowanie

Wyszukiwanie informacji w sieci z uzyciem zaawansowanych zapytan.

3. Poslugiwanie sie komputerem, urzadzeniami cyfrowymi i sieciami

Opis budowy i dzialania sieci komputerowych (LAN, Internet, podstawowe urzadzenia
sieciowe, adresacja sieci IPv4, topologia, itp.).

Korzystanie z urzadzen do tworzenia tresci multimedialnych.

Praca z edytorem tekstu.

Poprawne uzycie terminologii informatycznej.

4. Kompetencje spoleczne

Znajomos¢ glownych etapow historycznego rozwoju informatyki i technologii.

5. Prawo i bezpieczenstwo



* Zasady etyczne: prywatnos¢, wiasnos¢ intelektualna, bezpieczenstwo cyfrowe.
* Rozpoznawanie zagrozen technologicznych i stosowanie profilaktyki antywirusowe;j.
* Znajomosc¢ typow licencji oprogramowania i udostepniania zasobow w sieci.
* Rozpoznawanie fake newsdw, krytyczna analiza Zrodel, ochrona prywatnosci w mediach
spoteczno$ciowych, cyberzagrozenia (np. phishing, deepfake).
6. Swiat nowych technologii

* Sztuczna inteligencja (Al — Artificial intelligence) — podstawowe pojecia i zagadnienia.

* Druk 3D - technologie, materiaty i zastosowania, podstawowe terminy.



